
MEGACOM Dark Web ID (MDWID) Order Form 

Dark Web Monitoring Agreement 

This agreement is entered into as of  ________________ (today’s date) between WOOSHIN, INC. dba MEGACOM in Los Angeles, CA  90020 and 
____________________________________ (Client), located at ____________________________________________________________________. 

Domain Credentials Monitoring 
MEGACOM Dark Web Monitoring provides continuous searching, monitoring and reporting of your digital credentials on the Dark Web. 

Count Total Amount 
Dark Web Domain Monitoring Service & Notification  ($99 each) 

Additional Domains to be monitored on Dark Web  ($49 each) 
Dark Web IP Address Monitoring for Network Breach/Compromise Detection ($FREE) 
Dark Web Personal Email Address Monitoring (up to 5 email addresses per client  ($FREE) 
for active MDWID subscribers) 
BullPhish ID (Simulated Phishing Attacks) and CyberSecurity Training & Awareness ($FREE) 

 Total Monthly Service Cost per month:   $     000.00 
 One-time Setup & Implementation Fee  $     FREE 

Domain name(s) to be monitored: ________________________________________________________________________________ 

IP Address(es) to be monitored:________________________________________________________________________________ 

Email of person who will receive reports: _____________________________________________________________________________ 

Terms of Service & Monthly Service Cost: 
The term of this service will be annual and requires a sixty (60) day notice to cancel prior to expiration date; otherwise, the service will automatically 
renew.  If the client fails to cancel prior to expiration date and later decide to cancel, the client will be billed for a service charge equivalent of 3 month 
of services and service will then cancel without a further obligation from both parties. All services will be suspended if invoices are over 30 days past due 
or at the end of term. The monthly service cost will increase/decrease based on the number of products needed. Monthly agreements that total $200 or 
less, will be invoiced yearly.  Prices do not include applicable sales tax and customer will be billed separately for any applicable service subscriptions. 

Excluded Services: 
Services rendered under this agreement include initial account installation, provisioning, training and setup support. Further action to remove, change 
or correct Client passwords or other relevant data is the responsibility of the Client. No other labor or support is implied or covered by this agreement.  

Limitation of Liability: 
Client understands that no monitoring service or software product can fully protect them from digital theft. MEGACOM (MSP) HAS NO OTHER EXPRESS 
OR IMPLIED GUARANTEES, WARRANTIES OR CONDITIONS. MSP'S LIABILITY FOR DIRECT OR INDIRECT DAMAGES ARISING OUT OF OR RELATING TO THIS 
AGREEMENT IS LIMITED TO THE AMOUNT PAID OR PAYABLE BY CLIENT TO MSP FOR THIS APPLICABLE PRODUCT/SERVICE FOR THE PAST 3 MONTHS. This 
agreement shall be governed by and construed in accordance with the laws of the State of California.  Client agrees that any litigation, claims, proceedings 
or other actions must be addressed in a local, state or federal court, in the jurisdiction of Los Angeles, in the State of California. The prevailing party in 
any litigation or arbitration proceeding is entitled to recover, from the other party, its reasonable attorneys’ fees and necessary costs incurred in such 
proceeding.        

IN WITNESS WHEREOF, the parties hereto have caused this agreement to be signed by their duly authorized representatives as of the date set forth 
below. 

WOOSHIN, INC dba MEGACOM  ***Client*** 

Signature: __________________________________ Signature: ________________________________ 

Name: ___________________________________ Name: ___________________________________ 

Title: ___________________________________ Title: ____________________________________ 

Date: ___________________________________ Date: ____________________________________ 



MEGACOM Dark Web ID (MDWID) Order Form 

Opt-Out Election 

We, ______________________________  (Client/Company/Organization’s name – hereafter referred as CLIENT),  
elect to opt out of this service offered and as recommended by WOOSHIN INC. dba MEGACOM and assume responsibility 
for sole responsibility of monitoring of those compromised data that can be used to create an undetected exploit of my 
organization. We (CLIENT) also acknowledge that my organization is solely responsible for compliance with all US & 
International data privacy and breach response as required by state’s notification laws.    

MEGACOM will not be obligated or responsible to report or assist with any of compromised data/breach related 
event/information that become available/accessible to us without having an active subscription which may be collected 
during the course of running business nor responsible for any system/network intrusion and/or data breach which maybe a 
direct/indirect result of failed to identify and protect such stolen user credentials that may belong to the CLIENT. 

For MEGACOM TotalCare Support Services (MTSS) or RemoteCarePro Managed Services (MRMS) clients only:  
By opting out of this highly recommended Cybersecurity Services, we (CLIENT) acknowledge that MEGACOM will provide 
basic services only related to the regular system maintenance and support.   Any security related incidents that may occur 
due to direct/indirect results of lack of education, awareness and carelessness from and by CLIENT’s own staffs/employees 
will become full responsibility of CLIENT.  Any review, investigation, remediation efforts or repair works that become 
necessary or required by MEGACOM support engineers because of these Cybersecurity related events will be fully billed 
and charged to CLIENT for each event and occurrence.  

 ***CLIENT*** 

Signature: _______________________________ 

Name: __________________________________ (Owner/Executive/Manager or Authorized Representative of Client Entity) 

Title: ___________________________________   

Company: _______________________________________ 

Date: ___________________________________ 
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